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T.C. KULTUR VE TURIZM BAKANLIGI KAPADOKYA ALAN
BASKANLIGI

KISISEL VERILERIN KORUNMASI VE iSLENMESI POLITIKASI

1.GIRIS

T.C. KULTUR VE TURIiZM BAKANLIGI KAPADOKYA ALAN BASKANLIGI
(“VERI SORUMLUSU”) kisisel verilerin korunmasi hususunda azami hassasiyet
gostermekte ve kisisel veri sahiplerinin Tiirkiye Cumhuriyeti Anayasas1 ve 6698 sayili
Kisisel Verilerin Korunmast Kanunu (“KANUN?”) ile koruma altina alinan haklarinin

korunmasi i¢in gereken tiim tedbirleri almaktadir.

VERI SORUMLUSU nun merkezi, “Fatih Sultan Mehmet Mahallesi Ali Dirikog Bulvari
PK: 50100 No: 93 Nevsehir” adresidir.

Kisisel Verilerin Korunmasi ve Islenmesi Politikas1 (“POLITIKA”), VERI
SORUMLUSU tarafindan KANUN’da Ongoriilen kisisel verilerin islenmesi ve
korunmasma iligkin diizenlemelere uyum hususunda uygulanacak olan ilkeleri ve

kurallar1 ortaya koymak i¢in hazirlanmistir.

2.POLITIKANIN AMACI VE KAPSAMI

Bu POLITIKA ile VERI SORUMLUSU tarafindan islenen kisisel verilerin; islenme
ilkelerinin, islenmesinin yasal dayanaklarmmin ve islenme amaglarinin, veri toplama
yontemlerinin; verilerin aktarilmasi, saklanmasi, anonimlestirilmesi, silinmesi, yok
edilmesi ve veri giivenliginin saglanmasina iligkin alian 6nlemlerin ve ilgili kisilerin

haklari ile bu haklar1 kullanma yontemlerinin agiklanmasi amag¢lanmaktadir.

VERI SORUMLUSU tarafindan kisisel verilerin giivenligine ve gizliligine &nem
verilmekte, bunlarin giivenli bir sekilde ve hukuka uygun olarak alinmasi, kaydedilmesi,
islenmesi, paylasilmasi, korunmasi ve gerektiginde silinmesi veya anonim hale

getirilmesi konusunda gerekli idari ve teknik 6nlemler alinmaktadir.



Bu POLITIKA ile VERI SORUMLUSU’nun KANUN ile getirilen diizenlemelerin ve
kisisel verilerin islenmesinin disiplin altina alinmasi, i¢sellestirmesi ve bu diizenlemelere

uygun davranmalarinin saglanmasi amaglanmistir.

POLITIKA, VERI SORUMLUSU nun sahibi oldugu ve yonettigi tiim kisisel verilerin
islenmesi ve korunmasmna ydnelik yiiriitiilen faaliyetlerde uygulanmaktadir. VERI
SORUMLUSU tarafindan faaliyet konusuna iligkin olarak kisisel verileri islenen biitiin
gercek kisiler bu POLITIKA nin kapsami igindedir. Tiizel kisilerin gercek kisi yetkilileri
ve calisanlarina ait olan kisisel veriler de bu POLITIKA kapsamindadir.

Kisisel verilerin korunmasi ve islenmesi konusunda yiiriirliikte olan mevzuat uygulama
alan1 bulacaktir. Yiiriirlilkte olan mevzuat ve isbu POLITIKA arasinda uyumsuzluk
olmasi1 durumunda, VERI SORUMLUSU yiiriirliikteki mevzuatin uygulanacagini kabul

etmektedir.

3. VERI SORUMLUSU TARAFINDAN KISISEL VERILERIN ISLENME
AMACLARI

Kisisel veriler, VERI SORUMLUSU tarafindan 6zel hayatin gizliligi basta olmak iizere
kisisel veri sahiplerinin temel hak ve 6zgiirliikkleri, mahremiyet ve bilgi giivenligi hakki

korunarak ilgili mevzuatta belirtilen sartlar dahilinde ve belli amaglarla islenmektedir.

VERI SORUMLUSU KANUN’a uyum i¢in gerekli tedbirleri almakta, uygulamalarini
KANUN’a uygun hale getirmekte ve bu konuda farkindaligin olugmasi icin 6zen
gostermektedir. Bu kapsamda kisisel veriler, burada sayilanlarla sinirli olmamak iizere,

VERI SORUMLUSU tarafindan asagidaki amaglarla islenmektedir:

e (Calisan Aday1/ Stajyer / Ogrenci Se¢gme Ve Yerlestirme Siireclerinin Yiiriitiilmesi
e (alisan Adaylarinin Bagvuru Siire¢lerinin Yiiriitiilmesi

e Calisanlar Icin Yan Haklar ve Menfaatleri Siireclerinin Yiiriitiilmesi

e Faaliyetlerin Mevzuata Uygun Yiiriitiilmesi

e lletisim Faaliyetlerinin Yiiriitiilmesi

e I5Saghig ve Giivenligi Faaliyetlerinin Yiiriitiilmesi

e Mal/Hizmet Satin Alim Siire¢lerinin Y{riitiilmesi

e Sozlesme Siireglerinin Yiiriitiilmesi

e Tasmir Mal Ve Kaynaklarin Giivenliginin Temini



e YoOnetim Faaliyetlerinin Yiiriitiilmesi

4 KISISEL VERI TOPLAMA YONTEMI VE HUKUKI SEBEBI

VERI SORUMLUSU; kisisel verileri, her tiirlii sozlii, yazili ve elektronik ortamda ve
isbu POLITIK A da belirtilen amaclar ¢ercevesinde:

e Kanunlarda A¢ik¢a Ongdriilmesi

e Veri Sorumlusunun Hukuki Yiikiimliiliigiinii Yerine Getirebilmesi i¢in Zorunlu
Olmasi

e llgili Kiginin Temek Hak ve Ozgiirliiklerine Zarar Vermemek Kaydiyla, Veri
Sorumlusunun Mesru Menfaatleri Icin Veri Islenmesinin Zorunlu Olmas1

e Bir Sozlesmenin Kurulmasi veya Ifasiyla Dogudan Dogruya Ilgili Olmasi
Kaydiyla Sézlesmenin Taraflarina Ait Kisisel Verilerin Islenmesinin Gerekli
Olmasi

e Ilgili Kisinin Acik Rizasinin Varlig

Yukarida sayilan hukuki sebeplerden bir veya birkagina dayali olarak otomatik olan
ya da herhangi bir veri kayit sisteminin parcasi olmak kaydiyla otomatik olmayan

yollarla toplamakta, KANUN’da belirtilen sartlara uygun olarak islemektedir.

5.KISISEL VERILERIN ISLENMESINE ILISKIN ILKELER

Kisisel verilerin islenmesinde, VERI SORUMLUSU tarafindan dikkate alinacak ilkeler
asagida bagliklar halinde belirtilmistir.

5.1. Hukuka ve Diiriistliik Kurallarina Uygun Olma Ilkesi

VERI SORUMLUSU hukuka ve diiriistliik kuralina uygun olma ilkesi uyarinca veri
islemedeki amaclarina ulagsmaya c¢alisirken, veri sahiplerinin ¢ikarlarini ve makul
beklentilerini dikkate almaktadir. VERI SORUMLUSU ayrica veri isleme faaliyetini
seffaf sekilde gergeklestirmekte, bilgilendirme ve uyar yiikiimliiliiklerine uygun hareket
etmekte ve kisisel veriler VERI SORUMLUSU faaliyetlerinin gerektirdigi 6l¢iide ve

bunlarla sinirli olarak islenmektedir.



5.2. Kisisel Verilerin Dogru ve Gerektiginde Giincel Olmasini Saglama ilkesi

VERI SORUMLUSU, kisisel verilerin dogru ve giincel bir sekilde tutulmasini
saglamakta ve bunun igin gerekli tedbirleri almaktadir. Bu kapsamda VERI
SORUMLUSU, kisisel veri sahiplerinin kisisel verilerini diizeltme, dogrulugunu teyit

etme ve giincellestirmelerine yonelik bir sistem kurmustur.

5.3. Belirli, Acik ve Mesru Amaglar I¢in Isleme Ilkesi

VERI SORUMLUSU, éncelikle kisisel verileri belirli sekilde, mesru ve hukuka uygun
olarak iglemekte ve kisisel veri isleme amacini kisisel veri isleme faaliyetinden dnce acik

ve kesin olarak belirlemektedir.

5.4. Kisisel Verilerin, Islendikleri Amagla Baglantili, Sinirli ve Olgiilii Olmas: ilkesi

VERI SORUMLUSU, islenen verileri belirlenen amaclarin gergeklestirilebilmesine
elverisli olarak dl¢iilii sekilde islemekte, amacin gerceklestirilmesiyle ilgili olmayan veya
ihtiya¢ duyulmayan kisisel verilerin islenmesinden kaginmaktadir. Ayrica islenen veri,

sadece amacin gerceklestirilmesi i¢in gerekli olan kisisel verilerle sinirli tutulmaktadir.

5.5. Ilgili Mevzuatta Ongoériilen veya Islendikleri Amag i¢in Gerekli Olan Siire Kadar
Muhafaza Etme Ilkesi

VERI SORUMLUSU kisisel verinin islenmesi i¢in 6ncelikle mevzuatta dngériilmiis bir
siire varsa bu siireye riayet etmekte; sayet boyle bir slire 6ngdriilmemisse kisisel verileri
ancak islendikleri amag i¢in gerekli olan silire kadar muhafaza etmektedir. Bu ¢ergevede
oncelikle ilgili mevzuatta kisisel verinin saklanmasi i¢in bir siire Ongoriiliip
ongoriilmedigi tespit edilmekte, mevzuatta bir slire dngoriilmiisse bu siire kadar, yoksa
kisisel verinin islendigi amag i¢in gereken siire kadar ilgili kisisel veri saklanmaktadir.
Saklama siirelerinin sonunda kisisel veri, periyodik imha siirelerine veya ilgili kisinin
bagvurusuna gore ve belirlenmis olan imha yontemlerine gore silinmekte, yok edilmekte

ya da anonim hale getirilmektedir.

VERI SORUMLUSU ileride tekrar kullanilabilecegini diisiinerek ya da herhangi bir

baska gerekge ile kisisel verileri muhafaza etme yoluna gitmemektedir.



6.KISISEL VERILERIN ISLENME SARTLARI

Kisisel veriler, VERI SORUMLUSU tarafindan KANUN nun 5 ve 6. maddeleri ile ilgili
mevzuata uygun olarak kisisel veri ve Ozel nitelikli kisisel veri ayrimi yapilarak

islenmektedir.

6.1. Kisisel Verilerin Islenme Sartlari

Kisisel veriler, VERI SORUMLUSU tarafindan KANUN’nun 5. maddesinde belirtilen
kisisel veri isleme sartlarna uygun olarak islenmektedir. Bu kapsamda VERI
SORUMLUSU kisisel veri isleme faaliyetlerini yiiriitiirken faaliyetin bu sartlardan
birinin kapsamina girip girmedigini degerlendirmekte ve bu sartlardan birine uygun

olmayan kisisel veri isleme faaliyetini sonlandirmaktadir.

Kisisel veri isleme faaliyetinin dayanagi asagida belirtilen sartlardan yalnizca biri
olabilecegi gibi bu sartlardan birden fazlasi da aym kisisel veri isleme faaliyetinin

dayanag1 olabilmektedir:
e Agcik Rizasinin Bulunmasi

Kisisel veriler, ilgili kisinin bilgilendirilmeye dayali ve 6zgiir iradeye dayali agik rizasinin
varlig1 durumunda islenebilmektedir. Bunun i¢in kisisel veri sahiplerinin ispata elverisli

yontemler ile acik rizalar1 alinmaktadir.

Ilgili kisinin ag1k r1zas1 olmasa da asagidaki sartlardan herhangi birinin varligi durumunda

kisisel veriler iglenebilmektedir.

e Kanunlarda Acikca Ongoriilmesi

Kanunlarda acikca ongoriildiigii durumlarda VERI SORUMLUSU bu hiikiim

kapsaminda kisisel verileri igleyebilmektedir.

¢ Fiili imkansizlik nedeniyle rizasim agiklayamayacak durumda bulunan veya
rizasina hukuki gecerlilik tammmmayan Kkisinin Kendisinin ya da bir

baskasinin hayati veya beden biitiinliigiiniin korunmasi icin zorunlu olmasi

Kanuna gore fiili imkansizlik halinde, kisisel verilerin islenebilmesi i¢in ilgili kisinin

veya lgiincli bir kisinin hayati veya beden biitiinliigiiniin korunmasi bakimindan



zorunluluk bulunmalidir. Ornegin, hiirriyeti kisitlanan bir kisinin kurtarilmasi amaciyla
kendisinin veya siiphelinin tasimakta oldugu telefon, bilgisayar, kredi karti, banka kart1

veya diger teknik bir arag iizerinden yerinin belirlenmesi i¢in bu verilerin igslenmesi gibi.
e Sézlesmenin Kurulmasi veya Ifastyla Dogrudan lgili Olmasi

Bir sozlesmenin kurulmasi veya ifasiyla dogrudan dogruya ilgili olmasi kaydiyla,
s0zlesmenin taraflarina ait kigisel verilerin islenmesinin zorunlu olmast durumunda ilgili
kisilerin bu amagla sinirl1 olmak iizere kisisel verilerinin islenmesi miimkiindiir. Ornegin,
bir s6zlesme geregi paranin 6denmesi i¢in alacakli tarafin hesap numarasinin alinmasi
veya sozlesme geregi saticinin, mali teslim borcunu yerine getirmesi i¢in alicinin adresini
kaydetmesi ya da igverenin maas 6demesini ger¢ceklestirmek amaciyla ¢alisanlarin banka

bilgilerini elinde bulundurmasi, bu kapsamda degerlendirilebilecektir.

e Veri Sorumlusunun Hukuki Yiikiimliiliigiinii Yerine Getirmesi I¢in Zorunlu

Olmasi

Veri sorumlusunun hukuki yiikiimliiliigiinti yerine getirebilmesi i¢in veri islenmesinin

zorunlu oldugu hallerde ilgili kisinin kisisel verileri islenebilecektir.
¢ Kisisel Verilerin ilgili Kisi Tarafindan Alenilestirilmis Olmasi

Ilgili kisinin kendisi tarafindan alenilestirilen, bir baska ifadeyle herhangi bir sekilde
kamuoyuna agiklanmis olan kisisel verileri islenebilecektir. Bu duruma 6rnek olarak ise
bir kisinin belirli hallerde kendisiyle iletisime gecilmesi amaciyla iletisim bilgilerini
kamuya acik sekilde ilan etmesi verilebilir. Kurumsal internet sitelerinde, ¢alisanlarin
isyeri telefon numaralar1 ve kurumsal elektronik posta adreslerinin iigiincii kisilerin

erisimine acik sekilde paylasilmasi halinde de alenilestirmeden s6z edilebilir.

e Kisisel Verilerin Islenmesinin Bir Hakkin Tesisi, Kullanilmasi veya

Korunmasi I¢in Zorunlu Olmasi

Bir hakkin tesisi, kullanilmas1 veya korunmasi i¢in zorunlu olmasi halinde ilgili kiginin
kisisel verilerinin islenmesi miimkiindiir. Ornegin, bir sirketin kendi calisan1 tarafindan
acilan bir davada ispat i¢in bazi verileri kullanmasi ya da kisith bir kisinin haklarinin
korunmasi amaciyla vasisinin veya kayyumun, kisitlinin mali bilgilerini tutmasi gibi.

Ayrica, sO6zlesme sona erdikten sonra, olas1 yasal takiplere kars1 zamanasimi siiresinin



sonuna kadar fatura, s6zlesme, kefaletname gibi belgelerin bu amaglar i¢in saklanmasi bu

kapsamda degerlendirilecektir.
e Veri Sorumlusunun Mesru Menfaati icin Zorunlu Olmasi

Ilgili kisinin temel hak ve dzgiirliiklerine zarar vermemek kaydi ile veri sorumlusunun
mesru menfaatleri i¢in veri islenmesinin zorunlu olmasi durumunda, kisisel verilerinin

islenmesi miimkiindiir.

6.2. Ozel Nitelikli Kisisel Verilerin islenme Sartlar1

Ozel nitelikli kisisel veriler KANUN’nun 6. maddesinde belirtildigi iizere; Kisilerin 1rk,
etnik kdkeni, siyasi diisiincesi, felsefi inanci, dini, mezhebi veya diger inanglari, kilik ve
kiyafeti, dernek, vakif ya da sendika tiyeligi, sagligi, cinsel hayati, ceza mahkimiyeti ve
giivenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik verileri 6zel nitelikli kisisel

veridir. KANUN geregince;
Ozel nitelikli kisisel verilerin islenmesi yasaktir. Ancak bu verilerin islenmesi;

e Ilgili kisinin ag1k rizasmin olmast,

e Kanunlarda agik¢a ongoriilmesi,

e Fiili imkansizlik nedeniyle rizasimi agiklayamayacak durumda bulunan veya
rizasina hukuki gegerlilik taninmayan kisinin, kendisinin ya da bir baskasinin
hayat1 veya beden biitiinliigliniin korunmasi i¢in zorunlu olmasi,

e Ilgili kisinin alenilestirdigi kisisel verilere iliskin ve alenilestirme iradesine uygun
olmasi,

e Bir hakkin tesisi, kullanilmas1 veya korunmasi i¢in zorunlu olmast,

e Sir saklama yiikiimliiliigii altinda bulunan kisiler veya yetkili kurum ve
kuruluslarca, kamu sagliginin korunmasi, koruyucu hekimlik, tibbi teshis, tedavi
ve bakim hizmetlerinin yiiriitilmesi ile saglik hizmetlerinin planlanmasi,
yonetimi ve finansmani amaciyla gerekli olmasi,

e Istihdam, is saghig: ve giivenligi, sosyal giivenlik, sosyal hizmetler ve sosyal
yardim alanlarindaki hukuki yiikiimliiliiklerin yerine getirilmesi i¢in zorunlu
olmasi,

e Siyasi, felsefi, dini veya sendikal amaglarla kurulan vakif, dernek ve diger kar

amaci giitmeyen kurulus ya da olusumlarin, tabi olduklart mevzuata ve amaclarina



uygun olmak, faaliyet alanlariyla sinirli olmak ve ti¢iincii kisilere agiklanmamak
kaydiyla; mevcut veya eski liyelerine ve mensuplarina veyahut bu kurulus ve
olusumlarla diizenli olarak temasta olan kisilere yonelik olmasi halinde

mumkuindir.

Ozel nitelikli kisisel verilerin islenmesinde, ayrica Kurul tarafindan belirlenen yeterli
onlemlerin alinmasi sarttir. VERI SORUMLUSU KANUN’da “6zel nitelikli kisisel veri”

olarak belirlenen kisisel verilerin korunmasinda daha hassas ve 6zenli davranmaktadir.

7.KISISEL VERILERI iISLENEN KiSiLER

Ilgili kisi kategorileri asagidaki tabloda gosterilmistir.

ILGILI KiSi ACIKLAMA

DIGER (VATANDAS) Vatandagslari ifade eder.

VELi / VASi / TEMSILCI Veli, vasi ve temsilcileri ifade eder.

ZIYARETGI Baskanlik binasini ziyarete gelen kisileri ifade eder.

. Baskanlik blinyesinde veya organizasyonunda gergeklestirilen toplantilara
DIGER (KATILIMCI)
katihmcilari ifade eder.

TEDARIKGi YETKILISi Tedarikgi yetkililerini ifade eder.

TEDARIKCi CALISANI Tedarikgi ¢alisanlarini ifade eder.

CALISAN Baskanlik galisanlarini ifade eder.

CALISAN ADAYI Baskanlik blinyesinde potansiyel galisanlari ifade eder.

STAJYER Baskanlik stajyer gorevli ¢alisan personelleri ifade eder.
POTANSIYEL URUN VEYA HiZMET ALICISI Bagkanlik hizmetlerinden faydalanacak potansiyel kisileri ifade eder.
URUN VEYA HiZMET ALAN Kisi Bagkanlik hizmetlerinden faydalanan kisileri ifade eder.



DIGER (MUELLIF)

DIGER (iDARi YAPTIRIM UYGULANAN KiSi)

Miellifleri ifade eder.

idari yaptirim uygulanan kisiyi ifade eder.

8.VERI KATEGORILERI

VERI SORUMLUSU tarafindan kisisel veri isleme amaglarina uygun olarak belirlenen

veri kategorileri asagida gosterilmistir.

VERI KATEGORISI | ACIKLAMA
oo Kisilerin adi, soyadi, T.C. kimlik numarasi, uyruk, pasaport, dogum yeri, dogum
Kimlik tarihi, kimliklerinde yer alan bilgileri kimlik verileridir.
Ceza Mahkiimiyeti Ve | Ceza mahkimiyetine iliskin bilgiler, giivenlik tedbirlerine iligkin bilgiler gibi
Giivenlik Tedbirleri verilerdir.
. Kisinin adresi, telefon numarasi, e-posta adresi, KEP adresi gibi iletisim i¢in
Hletisim kullanilan bilgileri iletisim verileridir.
Kisginin 6zliikk dosyasinda yer alan bilgilerdir. Bordro bilgileri, disiplin
Ozliik sorusturmasi, adli sicil kayit bilgileri, ise giris-cikis kayitlari, 6zge¢mis bilgileri,
performans degerlendirme raporlar: gibi bilgiler bu kategoride degerlendirilir.
Hukuki fslem Adli makamlarla yapilan yazigmalardaki bilgiler, dava dosyasindaki bilgiler bu
kategoride degerlendirilir.
Saghik Bilgileri Engellilik durumuna ait bilgiler, kan grubu bilgisi, kisisel saglik bilgileri,
kullanilan cihaz ve protez bilgileri gibi saglik verilerinden olusmaktadir.
. Kisilerin Banka Bilgileri, IBAN No’su, hesap bilgileri, kredi ve risk bilgileri,
Finans malvarlig1 bilgileri finansal veridir.
Diploma bilgileri, egitim sertifikalar1, katilim belgeleri, gidilen kurslar, belirli bir
Mesleki Deneyim konuya iliskin uzmanlik belgeleri, daha once ¢alisilan is ve is tecriibelerine iliskin

Gorsel ve Isitsel Veriler

islem Giivenligi

Fiziksel Mekan
Giivenligi
Lokasyon
Sendika bilgisi

Diger (imza)

bilgiler, gergeklestirilen projeler vb. Mesleki deneyim verisidir.

Video kayitlari, fotograflar, ses kayitlari, kamera goriintiileri gorsel ve isitsel
verileri olusturur.

Cagr1 merkezi kayitlari, fatura senet vb. ticari islemlere iliskin bilgiler, siparis ve
talep bilgileri vb. verilerden olusur.

Bagkanlik binas1 ve Bagkanlik biinyesindeki konumlarin giivenligi amaciyla
alinan kamera kayitlarini ifade eder.

Konum bilgileri gibi bilgileri ifade eder.

Personellerin sendika bilgisini ifade eder.

Kisilerden alinan imzayi ifade eder.



9. VERI SORUMLUSU’NUN YUKUMLULUKLERI

VERI SORUMLUSU nun, kisisel verilerin islenmesi acisindan KANUN ve ilgili

mevzuat ¢ercevesindeki ylikiimliikleri asagidaki sekildedir:

9.1. Aydinlatma Yikimliligi

VERI SORUMLUSU kisisel verilerin elde edilmesi sirasinda veri sahiplerini, verilerinin

ne sekilde islenecegi konusunda aydinlatmaktadir.
KANUNnun 10. maddesi kapsaminda VERI SORUMLUSU kisisel veri sahiplerine;

e VERI SORUMLUSU’nun Bilgisi,

e Kisisel verilerin hangi amagla islenecegi,

e Kisisel verilerin kimlere ve hangi amacla aktarilabilecegi,

e Kisisel veri toplamanin yontemi ve hukuki sebepleri,

e Ilgili kisinin KANUN’un 11. maddesinde sahip oldugu haklar, konusunda

bilgi vermektedir.

VERI SORUMLUSU isbu yiikiimliiliik geregince, hazirlamis oldugu aydinlatma metni
ile ilgili kisileri bilgilendir ve s6z konusu bilgilendirme ilgili kisi ile ilk iletisime gecildigi

anda yapilir.

9.2. Kisisel Verilerin Giivenligine iliskin Yiikiimliiliikler

VERI SORUMLUSU KANUN’un 12. maddesine uygun olarak;

e Kisisel verilerin hukuka aykir1 olarak islenmesini 6nlemek,
e Kisisel verilere hukuka aykiri olarak erisilmesini 6nlemek,

e Kisisel verilerin muhafazasini saglamak,

Amaciyla uygun giivenlik diizeyini temin etmeye yonelik gerekli her tiirlii teknik ve idari

tedbirleri almaktadir.

VERI SORUMLUSU, Kisisel Verileri Koruma Kurumunun veri giivenligine iliskin
yiikiimliiliikler hakkindaki rehberleri uyarinca veri giivenligine iliskin yiikiimliiliiklerini
yerine getirmek amaciyla gerekli 6zeni gostermekte ve gerekli idari ve teknik tedbirleri

almaktadir.



VERI SORUMLUSU biinyesinde KANUN hiikiimlerinin uygulanmasini1 saglamak
amaciyla gerekli denetimleri yapmaya veya yaptirmaya yonelik —sistemleri
olusturmaktadir. Bu kapsamda gerekli olan organizasyon yapist VERI SORUMLUSU
tarafindan kurulmaktadir. S6z konusu denetim sonuclart VERI SORUMLUSU
bilinyesinde olusturulan organizasyon yapisi i¢inde degerlendirilerek gerekli onlemler

alinmaktadir.

VERI SORUMLUSU bu kapsamda Kisisel verilerin hukuka uygun olarak islenmesi,
muhafazasimin saglanmasi ve Kisisel verilere hukuka aykir1 olarak erisimi

engellemek icin asagidaki teknik ve idari tedbirleri almaktadir:

e (alisanlar i¢in veri giivenligi konusunda belli araliklarla egitim ve farkindalik
caligmalar1 yapilmaktadir.

e Erisim, bilgi giivenligi, kullanim, saklama ve imha konularinda kurumsal
politikalar hazirlanmis ve uygulamaya baslanmistir.

e @izlilik taahhiitnameleri yapilmaktadir.

e Imzalanan so6zlesmeler veri giivenligi hiikiimleri igermektedir.

e Kagit yoluyla aktarilan kisisel veriler i¢in ekstra giivenlik tedbirleri alinmakta
ve ilgili evrak gizlilik dereceli belge formatinda gonderilmektedir.

e Kisisel veri giivenligi politika ve prosediirleri belirlenmistir.

e Kisisel veri giivenligi sorunlar1 hizli bir sekilde raporlanmaktadir.

e Kisisel veri giivenliginin takibi yapilmaktadir.

e Kisisel veri igeren fiziksel ortamlara giris ¢ikiglarla ilgili gerekli giivenlik
onlemleri alinmaktadir.

e Kisisel veri iceren fiziksel ortamlarin dis risklere (yangin, sel vb.) karsi
giivenligi saglanmaktadir.

e Kisisel veri igeren ortamlarin glivenligi saglanmaktadir.

e Kisisel veriler miimkiin oldugunca azaltilmaktadir.

e Kurum i¢i periyodik ve/veya rastgele denetimler yapilmakta ve
yaptirilmaktadir.

e Mevcut risk ve tehditler belirlenmistir.

e Veriisleyen hizmet saglayicilarinin veri giivenligi konusunda belli araliklarla
denetimi saglanmaktadir.

e Veri isleyen hizmet saglayicilarinin, veri giivenligi konusunda farkindaligi

saglanmaktadir.
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e (alisanlar i¢in yetki matrisi olusturulmustur.

e QGerektiginde veri maskeleme 6nlemi uygulanmaktadir.

e (Gorev degisikligi olan ya da isten ayrilan calisanlarin bu alandaki yetkileri
kaldirilmaktadir.

e Giincel anti-viriis sistemleri kullanilmaktadir.

e Giivenlik duvarlar1 kullanilmaktadir.

e Kagit yoluyla aktarilan kisisel veriler i¢in ekstra glivenlik tedbirleri alinmakta
ve ilgili evrak gizlilik dereceli belge formatinda gonderilmektedir.

e Kisisel veri giivenligi sorunlar1 hizli bir sekilde raporlanmaktadir.

e Kisisel veri giivenliginin takibi yapilmaktadir.

e Kisisel veri igeren fiziksel ortamlara giris ¢ikiglarla ilgili gerekli giivenlik
onlemleri alinmaktadir.

e Kisisel veri iceren fiziksel ortamlarin dis risklere (yangin, sel vb.) karsi
giivenligi saglanmaktadir.

e Kisisel veri iceren ortamlarin glivenligi saglanmaktadir.

e Kisisel veriler miimkiin oldugunca azaltilmaktadir.

e Kisisel veriler yedeklenmekte ve yedeklenen kisisel verilerin giivenligi de
saglanmaktadir.

e Ozel nitelikli kisisel veri giivenligine yonelik protokol ve prosediirler
belirlenmis ve uygulanmaktadir.

e Sifreleme yapilmaktadir.

e Tagmabilir bellek, CD, DVD ortaminda aktarilan 6zel nitelikli kisiler veriler

sifrelenerek aktarilmaktadir.

VERI SORUMLUSU, her tiirlii idari ve teknik tedbirler alinmasina ragmen islenen kisisel
verilerin kanuni olmayan yollarla bagkalar1 tarafindan elde edilmesi halinde, bu durumu
ogrendigi tarihten itibaren en ge¢ 72 saat iginde Kisisel Verileri Koruma Kuruluna
bildirir. S6z konusu veri ihlalinden etkilenen kisilerin belirlenmesini miiteakip ilgili
kisilere de makul olan en kisa siire igerisinde, ilgili kisinin iletisim adresine
ulagilabiliyorsa dogrudan, ulagilamiyorsa veri sorumlusunun kendi web sitesi lizerinden

yayimlanmasi gibi uygun yontemlerle bildirim yapilir.
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9.3. Kisisel Veri Sahipleri Tarafindan Yapilan Bagvurularin Sonuglandirilmasi Yiikiimliligi

VERI SORUMLUSU, kisisel veri sahiplerinin haklarmin degerlendirilmesi ve kisisel veri

sahiplerine gereken bilgilendirmenin yapilmasi icin KANUN’un 13. maddesi uyarinca

kisisel veri sahipleri tarafindan yapilan bagvurular: cevaplandirmakla ytikiimliidiir.

Kisisel veri sahipleri, bu ¢er¢evede KANUN’un uygulanmasi ile ilgili taleplerini yazili

olarak veya asagida belirtilen diger yontemlerle VERI SORUMLUSU na iletebilirler.

BASVURU | BASVURUDA . .. .
. . BASVURU ADRESI DIGER ISTENENLER
YONTEMI | GEREKENLER
VERI SORUMLUSU’nun T.C. KULTUR VE
faaliyet  gosterdigi  adrese | TURIZM BAKANLIGI )
o Basvuru kapali zarf ile
kimliginizi dogrulayarak sahsen KAPADOKYA ALAN )
) yapilmali, zarfin iizerine
veya vekaletname ibraz etmek BASKANLIGI o o
Sahsen ) ) ) “Kisisel Verilerin
suretiyle bir vekil araciligtyla
Basvuru o . Korunmasi Kanununu
basvuruda bulunabilirsiniz. Fatih Sultan Mehmet
) e Kapsaminda Bilgi Talebi”
Bagvuru, bagvuru formu veya bir Mabhallesi Ali Dirikog . )
) ) » ibaresi yazilmahdir.
dilekge ile yapilabilir; ancak = Bulvart PK: 50100 No: 93
1slak imzali olmalidir. Nevsehir
T.C. KULTUR VE
Islak imzal1 bagvuru formu veya . 5
. TURIZM BAKANLIGI
dilekge posta yoluyla ) o
. KAPADOKYA ALAN Zarfin  iizerine “Kisisel
gonderilerek de  bagvuruda 5 o
Posta o ) BASKANLIGI Verilerin Korunmasi
bulunulabilir. Noter onayli imza
Yoluyla Kanununu Kapsaminda
sirkiisi  ile  bagvuru  vekil . o ) ] )
Basvuru - | Fatih Sultan Mehmet Bilgi  Talebi” ibaresi
araciligly’a AT 1 Mahallesi Ali Dirikog | yazilmalidir.
vekéletnamenin aslinin da zarfa
Bulvar1 PK: 50100 No: 93
konulmas gereklidir. .
Nevsehir
T.C. KULTUR VE
TURIZM BAKANLIGI
Bizzat veya vekil araciligtyla KAPADOKYA ALAN
Noter noter kanaliyla basvuru da B ASKANLIGI
Yoluyla yapilabilir. ~ Bu  basvuruda
Bagvuru cevabin hangi yontemle alinmak Fatih Sultan Mehmet

istendigi de belirtilmelidir.

Mabhallesi Ali Dirikog
Bulvar1 PK: 50100 No: 93
Nevsehir

VERI SORUMLUSU, kisisel veri sahipleri tarafindan kendisine iletilen KANUN’un

uygulanmasiyla ilgili talepleri, niteliklerine gore en kisa siirede ve en geg¢ otuz giin iginde
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iicretsiz olarak sonuglandirir. Ancak, VERI SORUMLUSU, islemin ayrica bir maliyet
gerektirmesi halinde, Kisisel Verileri Koruma Kurulu tarafindan belirlenen tarifedeki

ticretleri bagvuruda bulunan ilgili kisiden isteyebilir.

Bagvuran ilgili kisinin kimligini ispat edecek olan belge ve dokiimanlarla basvuruda
bulunmasi gerekmektedir. Bu belgelerin teyidi yapilmaksizin bagvuruya olumlu cevap

verilmez.

Basvuran tarafindan aksi belirtilmedikge basvuruda kullamlan yéntem ile VERI

SORUMLUSU tarafindan cevap verilir.

VERI SORUMLUSU, ilgili kisinin talebini kabul edebilir veya gerekgesini agiklayarak
reddedebilir ve cevabini ilgili kisiye yazili olarak veya elektronik ortamda bildirir.
Bagvuruda yer alan talebin VERI SORUMLUSU tarafindan kabul edilmesi halinde
geregi yine VERI SORUMLUSU tarafindan yerine getirilir. Basvurunun VERI
SORUMLUSU’nun hatasindan kaynaklanmasi halinde varsa alinan iicret ilgili kisiye iade

edilir.

VERI SORUMLUSU tarafindan basvurunun reddedilmesi, verilen cevabin yetersiz
bulunmasi veya siiresinde basvuruya cevap verilmemesi hallerinde; ilgili kisi, VERI
SORUMLUSU’nun cevabim1 6grendigi tarihten itibaren otuz ve herhalde basvuru

tarihinden itibaren altmis giin i¢inde Kurula sikayette bulunabilir.

9.4. Veri Sorumlulari Siciline Kaydolma Yiikiimliiliigii

VERI SORUMLUSU, veri islemeye baslamadan &nce Kisisel Verileri Koruma Kurulu
tarafindan belirlenerek ilan edilecek siire icinde, KANUN’da sayilan basvuru bilgi ve
belgeleri ile birlikte Veri Sorumlulart Sicili *ne kayit olur. Veri isleme kosullarindaki

degisiklik halinde Veri Sorumlular1 Sicilinde ilgili degisiklikler gerceklestirilir.

10.ILGILI KiSI HAKLARI

Ilgili kisiler KANUN’un 11. maddesinde belirtilen ve asagida yer alan haklara sahiptirler:

o Kisisel verilerinin iglenip islenmedigini 6grenme,

o Kisisel verileri islenmisse buna iliskin bilgi talep etme,
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e Kisisel verilerinin islenme amacini ve bunlarin amacina uygun kullanilip
kullanilmadigin1 6grenme,

e Yurt i¢inde veya yurt disinda kisisel verilerinin aktarildig: ti¢lincii kisileri
bilme,

o Kisisel verileri eksik veya yanlis islenmigse bunlarin diizeltilmesini isteme,
KANUN’da 6ngoriilen sartlar ¢ercevesinde bunlarin silinmesini veya yok
edilmesini ve bu iglemlerin kisisel verilerinin aktarildig1 {i¢iincii kisilere
bildirilmesini isteme,

e Islenen verilerinin miinhasiran otomatik sistemler vasitasiyla analiz edilmesi
suretiyle kisinin kendisi aleyhine bir sonucun ortaya ¢ikmasina itiraz etme,

e Kisisel verilerinin kanuna aykir1 olarak islenmesi sebebiyle zarara ugramasi

halinde zararin giderilmesini talep etme.

Kisisel veri sahiplerinin bu haklarmi kolaylikla kullanmalar igin VERI SORUMLUSU
tarafindan her tiirlii 6nlem alinmaktadir. Ancak Kisisel Verileri Koruma Kurumunun
yayinlamis oldugu Veri Sorumlusuna Basvuru Usul ve Esaslar1t Hakkinda Teblig uyarinca
kisisel veri sahiplerinin basvurularinda asagidaki bilgilerin bulunmasi zorunlu

gorilmistir:

e Ad, soyad ve bagvuru yazili ise imza,

e Tiirkiye Cumhuriyeti vatandaslari i¢in T.C. kimlik numarasi,

e Yabancilar i¢in uyrugu, pasaport numarasi veya varsa kimlik numarasi,
o Tebligata esas yerlesim yeri veya ig yeri adresi,

e Varsa bildirime esas elektronik posta adresi, telefon ve faks numarasi,

e Talep konusu.

Yukaridaki bilgileri iceren bir dilekgeyi kisisel veri sahipleri kendileri
hazirlayabilecekleri gibi VERI SORUMLUSU olarak bizden veya cankiri.gov.tr web

adresinden edinecekleri basvuru formunu kullanarak da haklarini kullanabilirler.

Kisisel veri sahiplerinin eksik bilgi icermeyen bagvurulari, otuz giinii gegmemek iizere
hukuka ve diiriistlik kurallarma uygun olarak VERI SORUMLUSU tarafindan
sonuglandirilir. Bagvuruda eksik bilgi bulunmasi durumunda ek bilgiler ilgili kisiden

talep edilerek bagvuru cevaplandirilir.
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Ote yandan ilgili kisinin ancak acik rizasi ile islenebilecek veriler agisindan, ilgili kisi
vermis oldugu acik rizayr her zaman geri cekme hakkina sahiptir. Bu durumda bu tiir

kisisel veriler; silinir, yok edilir veya anonim hale getirilir.

11.KISISEL VERILERIN SAKLANMA SURELERI

VERI SORUMLUSU, kisisel verileri ilgili mevzuatta belirtilen siire boyunca
saklamaktadir. Mevzuatta kisisel verilerin saklanmasina iliskin herhangi bir siire
ongoriilmemis ise, kisisel veriler ticari hayatin teamiilleri geregince islenmesinin
gerektigi ya da islendikleri amag i¢in gerekli olan siire kadar islenmektedir. Bu ¢er¢evede
oncelikle ilgili mevzuatta kisisel verinin saklanmasi i¢in bir siire Ongoriiliip
ongoriilmedigi tespit edilmekte, mevzuatta bir slire dngoriilmiisse bu siire kadar, yoksa
kisisel verinin islendigi amag i¢in gereken siire kadar ilgili kisisel veri saklanmaktadir.
Saklama siirelerinin sonunda kisisel veri, periyodik imha siirelerine veya ilgili kisinin
bagvurusuna gore ve belirlenmis olan imha yontemlerine gore silinmekte, yok edilmekte

ya da anonim hale getirilmektedir.

12 KISISEL VERILERIN SILINMESI, YOK EDILMESI VE ANONIM HALE
GETIRILMESI

VERI SORUMLUSU tarafindan KANUN ve ilgili diger kanun hiikiimlerine uygun
olarak iglenmis olmasina ragmen, kisisel veriler, islenmesini gerektiren sebeplerin
ortadan kalkmasi halinde re ’sen veya ilgili kisinin talebi {izerine silinir, yok edilir veya

anonim hale getirilir.

Kisisel verilerin silinmesi, yok edilmesi ve anonim hale getirilmesi, Kisisel Verilerin
Silinmesi Yok edilmesi veya Anonim Hale Getirilmesi Hakkinda Y 6netmelikte belirtilen
esaslara ve Kisisel Verileri Koruma Kurumunun konuya iligkin yayiladigi rehberdeki

yontemlere uygun olarak yapilir.
Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesinde;

e llgili mevzuatta kisisel verilerin islenmesinde uyulmas1 gerekli goriilen genel
ilkelere,
e Veri sorumlularmin veri giivenligine iliskin ytkiimliilikleri kapsaminda

alinmasi gereken idari ve teknik tedbirlere,
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e Kisisel Verileri Koruma Kurulu kararlarina,

e Kisisel verilerin saklanma ve imha politikasina uygun hareket edilmektedir.

VERI SORUMLUSU, ayrica Kisisel Verileri Saklama ve Imha Politikas1 kapsaminda

ayrintili olarak ele alinacak teknik ve idari tedbirleri de almaktadir.

12.1. Kisisel Verilerin Silinmesi

Kisisel verilerin silinmesi, kisisel verilerin ilgili kullanicilar i¢in higbir sekilde erisilemez

ve tekrar kullanilamaz hale getirilmesi islemidir.

VERI SORUMLUSU, silinen kisisel verilerin ilgili kullanicilar igin erisilemez ve tekrar

kullanilamaz olmasi i¢in gerekli her tiirlii teknik ve idari tedbirleri alir.

12.2. Kisisel Verilerin Yok Edilmesi

Kisisel verilerin yok edilmesi, kisisel verilerin hi¢ kimse tarafindan hicbir sekilde
erisilemez, geri getirilemez ve tekrar kullanilamaz hale getirilmesi islemidir. VERI
SORUMLUSU, kisisel verilerin yok edilmesiyle ilgili gerekli her tiirlii teknik ve idari

tedbirleri alir.

12.3. Kisisel Verilerin Anonim Hale Getirilmesi

Kisisel verilerin anonim hale getirilmesi, kisisel verilerin bagka verilerle eslestirilse dahi
higbir surette kimligi belirli veya belirlenebilir bir gercek kisiyle iliskilendirilemeyecek
hale getirilmesidir. Kisisel verilerin anonim hale getirilmis olmasi i¢in; kisisel verilerin,
veri sorumlusu veya alic1 gruplar tarafindan geri dondiiriilmesi ve/veya verilerin baska
verilerle eslestirilmesi gibi kayit ortami ve ilgili faaliyet alan1 agisindan uygun tekniklerin
kullanilmas1 yoluyla dahi kimligi belirli veya belirlenebilir bir gercek kisiyle
iliskilendirilemez hale getirilmesi gerekir. Bu o0zelliklerin engellenmesi veya
kaybedilmesi sonucunda belli bir kisiyi isaret etmeyen veriler, anonim hale getirilmis veri
sayilir. Diger bir ifadeyle anonim hale getirilmis veriler bu islem yapilmadan 6nce gercek
bir kisiyi tespit eden bilgiyken bu islemden sonra ilgili kisi ile iligskilendirilemeyecek hale
gelmistir ve kisiyle baglantisi kopartilmistir.

VERI SORUMLUSU, kisisel verilerin silinmesi veya yok edilmesi yerine anonim hale
getirilmesi siirecinde gerekli her tiirlii teknik ve idari tedbirleri alir. Kisisel verilerin

anonim hale getirilmesi, Kisisel Verilerin Silinmesi Yok edilmesi veya Anonim Hale
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Getirilmesi Hakkinda Yonetmelikte belirtilen esaslara ve Kisisel Verileri Koruma

Kurumunun konuya iliskin yayimladig: rehberdeki yontemlere uygun olarak yapilir.

13. VERI SORUMLUSU TARAFINDAN KiSISEL VERILERIN
AKTARILMASI

VERI SORUMLUSU, KANUN ile uyumlu olarak ve kisisel veri isleme amaglari
cercevesinde kisisel veri sahiplerinin kisisel verilerini yetkili kurum ve kuruluslara,

hizmet saglayicilarimiza ve ilgili kisilere aktarabilmektedir.

13.1. Kisisel Verilerin Yurt Iginde Aktarilmasi

Kisisel verilerin yurt i¢inde aktarilmast i¢in KANUN madde 8 Uyarinca, asagidaki
sartlardan en az birinin saglanmasi1 durumunda ilgili kisinin agik rizasi olmasa da kisisel

veriler aktarilabilmektedir:

e Ilgili kisinin agik rizasiin varhig

e Kanunlarda acik¢a 6ngoriilmesi

e Fiili imkansizlik nedeniyle rizasini agiklayamayacak durumda bulunan veya
rizasina hukuki gegerlilik taninmayan kisinin kendisinin ya da bir baskasinin
hayat1 veya beden biitiinliigiiniin korunmasi i¢in zorunlu olmast

e Bir sozlesmenin kurulmasi veya ifasiyla dogudan dogruya ilgili olmas1 kaydiyla
so0zlesmenin taraflarina ait kisisel verilerin islenmesinin gerekli olmasi

e Veri sorumlusunun hukuki yiikiimliiliigiinii yerine getirebilmesi i¢in zorunlu
olmasi

e Ilgili kisinin kendisi tarafindan alenilestirilmis olmas1

¢ Bir hakkin tesisi, kullanilmas1 veya korunmasi i¢in veri islemenin zorunlu olmasi

o llgili kisinin temek hak ve ozgiirliikklerine zarar vermemek kaydiyla, veri

sorumlusunun mesru menfaatleri i¢in veri islenmesinin zorunlu olmasi

Yukaridaki durumlardan biri mevcut degilse, kisisel veri aktariminin yapilabilmesi igin

ilgili kisinin agik rizasinin alinmasi gerekmektedir.

Ozel nitelikli kisisel verilerin yurt icinde aktarilabilmesi igin ise asagidaki hallerden

birinin bulunmas1 gerekmektedir:

e [llgili kisinin agik rizasinin olmasi,
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e Kanunlarda agik¢a ongoriilmesi,

e Fiili imkansizlik nedeniyle rizasimi agiklayamayacak durumda bulunan veya
rizasina hukuki gecerlilik taninmayan kisinin, kendisinin ya da bir bagkasinin
hayati veya beden biitiinliigliniin korunmasi i¢in zorunlu olmasi,

e [llgili kisinin alenilestirdigi kisisel verilere iliskin ve alenilestirme iradesine uygun
olmasi,

e Bir hakkin tesisi, kullanilmas1 veya korunmasi i¢in zorunlu olmast,

e Sir saklama yikiimliligli altinda bulunan kisiler veya yetkili kurum ve
kuruluslarca, kamu sagliginin korunmasi, koruyucu hekimlik, tibbi teshis, tedavi
ve bakim hizmetlerinin yiiritilmesi ile saglik hizmetlerinin planlanmasi,
yonetimi ve finansmani amaciyla gerekli olmasi,

e Istihdam, is saglig1 ve giivenligi, sosyal giivenlik, sosyal hizmetler ve sosyal
yardim alanlarindaki hukuki yiikiimliiliiklerin yerine getirilmesi i¢in zorunlu
olmasi,

e Siyasi, felsefi, dini veya sendikal amaglarla kurulan vakif, dernek ve diger kar
amaci giitmeyen kurulus ya da olusumlarin, tabi olduklart mevzuata ve amaclarina
uygun olmak, faaliyet alanlariyla sinirli olmak ve ti¢iincii kisilere agiklanmamak
kaydiyla; mevcut veya eski liyelerine ve mensuplarina veyahut bu kurulus ve
olusumlarla diizenli olarak temasta olan kisilere yonelik olmasi halinde

mumkundir.

Yukarida belirtilen durumlar disinda VERI SORUMLUSU tarafindan kisisel veriler,

tigtinctii kisilere hi¢bir sekilde aktarilmamaktadir.

Kisisel verilerin islenme sartlar1 ve veri isleme amaglarimiza uygun olarak kisisel veriler;
en iyi sekilde hizmet verilebilmesi amaciyla tedarikc¢ilerimize, hizmet saglayicilarimiza
ve yasal yilikiimliiliiklerin yerine getirilmesi amaciyla; gerektiginde yetkili kurum ve

kuruluslara aktarilabilmektedir.

13.2. Kisisel Verilerin Yurt Disina Aktarilmasi

KANUN madde 9’a gore yurtdisgmna veri aktarimi asagidaki durumlarda
gerceklestirilebilir:

e Kisisel veriler, 5 inci ve 6 nct maddelerde belirtilen sartlardan birinin varligi

ve aktarimin yapilacag iilke, iilke icerisindeki sektorler veya uluslararasi
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kuruluslar hakkinda yeterlilik karar1 bulunmasi halinde, veri sorumlular1 ve
veri isleyenler tarafindan yurt digina aktarilabilir.

Yeterlilik karari, Kurul tarafindan verilir ve Resmi Gazete’de yayimlanir.
Kurul, ihtiyag duymas1 halinde ilgili kurum ve kuruluslarin goriislinii alir.
Yeterlilik karar1, en ge¢ dort yilda bir degerlendirilir. Kurul, degerlendirme
sonucunda veya gerekli gordigii diger hallerde, yeterlilik kararinmi ileriye
etkili olmak tizere degistirebilir, askiya alabilir veya kaldirabilir.

Yeterlilik karar1 verilirken oncelikle agagidaki hususlar dikkate alinir:

o Kisisel verilerin aktarilacag: iilke, iilke igerisindeki sektorler veya
uluslararas1 kuruluslar ile Tiirkiye arasinda kisisel veri aktarimina
iliskin karsiliklilik durumu.

o Kisisel verilerin aktarilacagi iilkenin ilgili mevzuati ve uygulamasi ile
kisisel verilerin aktarilacagi uluslararasi kurulusun tabi oldugu
kurallar.

o Kisisel verilerin aktarilacag iilkede veya uluslararas1 kurulusun tabi
oldugu bagimsiz ve etkin bir veri koruma kurumunun varligi ile idari
ve adli bagvuru yollarinin bulunmasi.

o Kigsisel verilerin aktarilacag: iilkenin veya uluslararast kurulusun,
kisisel verilerin korunmasiyla ilgili uluslararasi sozlesmelere taraf
veya uluslararasi kuruluslara iiye olma durumu.

o Kisisel verilerin aktarilacagi iilkenin veya uluslararast kurulusun,
Tiirkiye’nin iiye oldugu kiiresel veya bolgesel kuruluslara liye olma
durumu.

o Tiirkiye’nin taraf oldugu uluslararasi sdzlesmeler.

Kisisel veriler, yeterlilik kararinin bulunmamasi durumunda, 5 inci ve 6 nci
maddelerde belirtilen sartlardan birinin varhigi, ilgili kisinin aktarimin
yapilacagi iilkede de haklarini kullanma ve etkili kanun yollarina bagvurma
imkaninin bulunmasi kaydiyla, asagida belirtilen uygun giivencelerden
birinin taraflarca saglanmasi halinde veri sorumlular1 ve veri isleyenler
tarafindan yurt disina aktarilabilir:

o Yurt disindaki kamu kurum ve kuruluslari veya uluslararasi

kuruluslar ile Tirkiye’deki kamu kurum ve kuruluglart veya kamu
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kurumu niteligindeki meslek kuruluglar1 arasinda yapilan uluslararasi
s0zlesme niteliginde olmayan anlagmanin varligt ve Kurul tarafindan
aktarima izin verilmesi.

Ortak ekonomik faaliyette bulunan tesebbiis grubu bilinyesindeki
sirketlerin uymakla yiikiimli olduklar, kisisel verilerin korunmasina
iligkin hiikiimler ihtiva eden ve Kurul tarafindan onaylanan baglayici
sirket kurallarinin varlig.

Kurul tarafindan ilan edilen, veri kategorileri, veri aktariminin
amaclari, alic1 ve alici1 gruplari, veri alicisi tarafindan alinacak teknik
ve idari tedbirler, 6zel nitelikli kisisel veriler i¢in alinan ek dnlemler
gibi hususlar ihtiva eden standart s6zlesmenin varlig.

Yeterli korumayr saglayacak hiikiimlerin yer aldigi yazili bir

taahhiitnamenin varlig1 ve Kurul tarafindan aktarima izin verilmesi.

Standart sozlesme, imzalanmasindan itibaren bes is giinii i¢inde veri

sorumlusu veya veri isleyen tarafindan Kuruma bildirilir.

Veri sorumlular1 ve veri isleyenler, yeterlilik kararinin bulunmamasi ve

dordiincii  fikrada Ongoriillen uygun giivencelerden herhangi birinin

saglanamamas1 durumunda, arizi olmak kaydiyla sadece asagidaki hallerden

birinin varlig1 halinde yurt disina kisisel veri aktarabilir:

(@)

Ilgili kisinin, muhtemel riskler hakkinda bilgilendirilmesi kaydiyla,
aktarima agik riza vermesi.

Aktarimin, ilgili kisi ile veri sorumlusu arasindaki bir sdzlesmenin
ifas1 veya ilgili kisinin talebi {izerine alinan sozlesme Oncesi
tedbirlerin uygulanmasi i¢in zorunlu olmas.

Aktarimin, ilgili kisi yararina veri sorumlusu ve diger bir gergek veya
tiizel kisi arasinda yapilacak bir sozlegsmenin kurulmasi veya ifas1 igin
zorunlu olmasi.

Aktarimin iistiin bir kamu yarar1 i¢in zorunlu olmasi.

Bir hakkin tesisi, kullanilmas1 veya korunmasi igin kisisel verilerin
aktarilmasinin zorunlu olmasi.

Fiili imkénsizlik nedeniyle rizasini acgiklayamayacak durumda
bulunan veya rizasma hukuki gecerlilik taninmayan kisinin
kendisinin ya da bir bagkasinin hayati veya beden biitiinliigiiniin

korunmasi i¢in kisisel verilerin aktarilmasinin zorunlu olmasi.
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o Kamuya veya mesru menfaati bulunan kisilere agik olan bir sicilden,
ilgili mevzuatta sicile erigmek i¢in gereken sartlarin saglanmasi ve
mesru menfaati olan kisinin talep etmesi kaydiyla aktarim yapilmasi.

e Altinci fikranin (a), (b) ve (¢) bentleri, kamu kurum ve kuruluslarinin kamu
hukukuna tabi faaliyetlerine uygulanmaz.

e Veri sorumlusu ve veri isleyenler tarafindan, yurt disina aktarilan kisisel
verilerin sonraki aktarimlart1 ve uluslararast kuruluslara aktarimlar
bakimindan da bu Kanunda yer alan giivenceler saglanir ve bu madde
hiikiimleri uygulanir.

o Kisisel veriler, uluslararast sozlesme hiikiimleri sakli kalmak {izere,
Tiirkiye’nin veya ilgili kisinin menfaatinin ciddi bir sekilde zarar gorecegi
durumlarda, ancak ilgili kamu kurum veya kurulusunun goriisii alinarak
Kurulun izniyle yurt disina aktarilabilir.

e Kisisel verilerin yurt digina aktarilmasina iligskin diger kanunlarda yer alan

hiikkiimler saklidir.

14. VERI SORUMLUSU BUNYESINDE KISISEL VERILERIN KORUNMASI
VE ISLENMESI

VERI SORUMLUSU organizasyon yapisinda isbu POLITIKA ile korunan esaslar ve
degerler kapsaminda ve isbu POLITIKA ile bu POLITIKA’ya bagh ve iliskili diger
politikalar1 yonetmek iizere “Veri Sorumlusu Ust Yénetimi” ,“Veri Sorumlusu Irtibat
Kisisi” ve “Kisisel Verilerin Korunmas: Komitesi’nden olusan ii¢ farkli rol

bulunmaktadir.

14.1. VERI SORUMLUSU UST YONETIMI

KVKK Ust Yonetimi VERI SORUMLUSU Yonetimini ifade eder. KVKK Ust

Y onetimi’nin asagida belirtilen gorev ve sorumluluklar1 bulunmaktadir:

e Veri Sorumlusu Irtibat Kisisinin ve birimlerin gérevlerini KANUNa, ilgili
diger mevzuata ve VERI SORUMLUSU’nun politika belgelerine uygun
olarak yerine getirip getirmediginin denetlenmesini koordine eder.

e VERI SORUMLUSU ile ilgili ¢alismalarin gergeklestirilmesi, KANUN

uyum siireclerinin yiiriitiilmesini koordine eder.
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14.2. Veri Sorumlusu Irtibat Kisisi

Veri Sorumlusu Irtibat Kisisinin asagida belirtilen gérev ve sorumluluklar

bulunmaktadir:

Veri Sorumlusu Irtibat Kisisi VERI SORUMLUSU’ nun resmi ve i¢ denetim
stireclerinde Veri Sorumlusunu temsil eder, gerekli goriilen is ve islemlerin
yerine getirilmesini ve sonug¢landirilmasini saglar.

VERI SORUMLUSU’nu Kisisel Verileri Koruma Kurumu ile iletisimde
temsil eder.

Herhangi bir veri ihlalinin s6z konusu olmasi halinde VERI SORUMLUSU
ve Kisisel Verilerin Korunmast Komitesini bilgilendirerek gerekli is ve
islemlerin yapilmasina onciiliik eder. Bu alanda gerekli bildirimlerin usuliine
uygun bir sekilde yapilmasini saglar.

VERI SORUMLUSU’nun VERBIS kayitlarinda herhangi bir degisiklik
olmasi halinde meydana gelen degisiklikleri gecikmeksizin VERBIS
iizerinden Kisisel Verileri Koruma Kurumuna bildirir.

Veri Sorumlusu ve ilgili birim veya kisilerin veri isleme faaliyetlerinde
meydana gelen degisiklik ve diizenleme bildirimlerini Kisisel Verilerini
Korunmasi Komitesi ile birlikte degerlendirerek envanterde gerekli
giincellemelerin yapilmasini saglar.

Kendisine isbu POLITIKA ve diger politika ve belgelerde verilen diger

gorevleri yerine getirir.

14.3. Kisisel Verilerin Korunmasi Komitesi

Kisisel Verilerin Korunmasi Komitesi VERI SORUMLUSU icerisindeki birim

sorumlularindan tesekkiildiir. Kisisel Verilerin Korunmasi Komitesi’nin kisisel verilerin

korunmas: ve islenmesi bakimindan gorevleri sunlardir:

Kisisel wverilerin islenmesi ve korunmasi ile ilgili temel politikalar
hazirlamak ve VERI SORUMLUSU’nun KANUN kapsamindaki
yiikiimliiliiklerini yerine getirmesi icin VERI SORUMLUSU i¢inde gerekli
diizenlemeleri yapmak,

Belirlenen temel politika ve aksiyon adimlarini hazirlamak ve icrasini

saglamak,
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e VERI SORUMLUSU’nun kisisel veri politikasinin mevzuatla uyumunu
saglamak ve takibini yapmak,

e Kisisel wverilerin islenmesi ve korunmasina iliskin politikalarin
uygulanmasini saglamaya yonelik gerekli gorevlendirmelerin yapilmasini
saglamak,

e VERI SORUMLUSU’nun kisisel veri isleme faaliyetlerinde olusabilecek
riskleri tespit ederek gerekli 6nlemlerin alinmasini temin etmeyi saglamak,

e VERI SORUMLUSU calisanlarinin kisisel verilerin korunmasi ve islenmesi
ve ayrica bu konuda olusturulan Politikalar konusunda egitim almalarinin
temin edilmesini saglamak,

e Kisisel veri sahiplerinin bagvurularini karara baglamak,

e Kisisel Verileri Koruma Kurumu ve Kisisel Verileri Koruma Kurulu ile olan

iliskileri Irtibat Kisisi ile birlikte yonetmek.

15.RISK ANALIZI VE POLITIKA DISI UYGULAMALAR

VERI SORUMLUSU i¢ denetim mekanizmalar1 aracilifryla biinyesinde diizenli olarak
gerceklestirilen denetimler neticesinde ortaya cikan risk bulgulari, Kisisel Verilerin
Korunmasi Komitesi tarafindan degerlendirilir. Tespit edilen riskler icin yapilmasi
gerekenler Kisisel Verilerin Korunmasi1 Komitesi tarafindan degerlendirilerek gerekli

idari ve teknik tedbirleri almasi igin ve Veri Sorumlusu Ust Yonetimi bilgilendirilir.

POLITIKA kapsaminda yer alanlar disinda kisisel verilerin korunmasi ve islenmesi
acisindan farkli durum ve uygulamalarin bulundugu tespitini yapan kisiler, Kisisel

Verilerin Korunmasi1 Komitesi’ne yazili olarak bilgi verirler.

16.POLITIKANIN YURURLUGU

VERI SORUMLUSU tarafindan kisisel verilerin islenmesi faaliyetlerinde uygulanmak
iizere yiiriirliikteki mevzuatla uyumlu olarak hazirlanan bu POLITIKA, VERI
SORUMLUSU karari ile yiirtirliige konulmustur.

Bu POLITIKA VERI SORUMLUSU nun internet sayfasinda yayimlanir ve kisisel veri
sahiplerinin talebi {izerine ilgili kisilerin erisimine sunulur. Bu POLITIKA, kurumsal ya

da mevzuattan kaynaklanan icerik degisiklik gereksinimlerine bakilmaksizin yilda bir kez
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gbzden gecirilip gerektiginde giincellenir. Giincel versiyon, VERI SORUMLUSU nun

internet sayfasinda yayinlanir.

VERI SORUMLUSU; KANUN ve Kisisel Verileri Koruma Kurulu kararlari uyarinca ya
da mevzuattaki gelismeler dogrultusunda isbu POLITIKA ve bu POLITIKAya bagl ve
iliskili diger politikalarda degisiklik yapma hakkini sakl1 tutar.

POLITIKA ’da yapilan degisiklikler, derhal metne islenir ve yayimlanarak yiiriirliige

girer.
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